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1	Overall description
SA3 would like to thank SA2 for the LS on limited MSISDN exposure.

According to clause 12.4 of 3GPP TS 33.501, the NEF shall authorize the requests from AF using OAuth-based authorization mechanism, the specific authorization mechanisms shall follow the provisions given in RFC 6749.

The OAuth-based authorization mechanism supports various flows (e.g., client credentials flow, authorization code flow).

To enable the NEF to authorize the AF based on 3GPP TS 33.501, the authorization code flow part in the attached SA2 CR should be removed and reformulated as follows:
The trusted AF is authorized for service access and user privacy, using OAuth-based mechanism as per clause 12.4 of TS 33.501 and a user consent mechanism e.g. as defined in Annex V of TS 33.501, to retrieve the UE ID.

2	Actions
To: SA2
ACTION: 	SA3 kindly asks SA2 to take the above information into account and inform SA3 if further clarifications are needed. 
3	Dates of next TSG SA WG 3 meetings
SA3#117	19 - 23 Aug 2024		Maastricht (Netherlands)
SA3#118	14 - 18 Oct 2024		TBD (India)
